
The majority of parents and teachers support the use 
of video surveillance in schools to help prevent and 
investigate theft, vandalism and cheating.

OpenEye Web Services (OWS) simplifies user 
management, reduces IT labor and overhead, and 
generates valuable intelligence for campus safety. Our 
powerful cloud-managed video platform gives you the 
tools you need to improve your security while reducing 
the burden on IT for management and compliance.

• Reduce Risk
• Increase Intelligence
• Streamline Operations
• Reduce Your IT Burden

PROTECT STUDENT SAFETY

Users log in to the mobile app 
or browser to view cameras or 
connect to a recorder with just a 
username and password. There is 
no software to install on computers 
reducing support calls and 
streamlining operations.

THE CLOUD VIDEO PLATFORM

Collaborate with local law 
enforcement using custom 
user groups & secure clip 
sharing while maintaning 
student privacy. Real-time health monitoring keeps 

you abreast of critical issues 
including pending hard drive failure, 
changes in recording retention, 
network outages, and camera 
failure or tampering.

 openeye.net/education

1.4M
CRIMES

79% of public schools report 
one or more incidents of 
violence, theft or other 
crimes each year amounting 
to 1.4 million crimes.1

28 crimes per 1,000 
students enrolled.1

90% of higher ed institutions 
use video surveillance.2

75% of public schools use 
video surveillance.2

Burglaries make up 
45% of crime on college 
campuses.1

1 Source:  National Center for Education Statistics and the Bureau of Justice Statistics, 
Indicators of School Crime and Safety: 2017

2  Source: 2016 Campus Safety Video Surveillance Survey

75%

Reduce risk with no open 
inbound ports, a trusted 
outbound connection, 
and reduced network 
setup.

We make it easy to comply with 
local regulations and put student 
safety and privacy first with user 
permissions and setup options 
that can be configured to meet 
your unique needs. Manage multiple buildings on a 

campus or across a city using 
centralized user management in 
the cloud, user role-based groups 
to standardize operations and 
changes are pushed instantly to all 
users and devices.




